


Introducción:

Esta certificación abarca la norma internacional publicada por la Organización Internacional de 
Normalización (ISO), que describe cómo administrar la seguridad de la información en una empresa. La 
ISO 27001 se puede implementar en cualquier tipo de organización, con o sin ánimo de lucro, privada, 
pequeña o grande de propiedad gubernamental. Fue escrita por los mejores expertos del mundo en 
el campo de la seguridad de la información y proporciona metodologías para la implementación de la 
gestión de seguridad de la información en una organización. 

También permite a las empresas obtener la certificación, lo que significa que la organización ha 
implementado la seguridad de la información de acuerdo a la norma ISO 27001.

Objetivos de Aprendizaje: Formación:

Examen de Certificación:

1. Comprender los principios, conceptos y 
requisitos de ISO/IEC 27001:2022.

2. Identificar cómo desarrollar un SGSI.
3. Desarrollar habilidades para realizar auditorías.
4. Entender ISO 27001:2022 Anexo A.

Público Objetivo:

Aquellas personas que necesitan conocer de qué 
se trata la norma ISO 27001, así como ejecutar 
e informar sobre una auditoría conforme con la 
ISO/IEC 27001:2022.

Requisitos Previos:

No hay ningún requisito formal para esta 
certificación.

•	 Tipo de curso: Auditor Líder
•	 Código de certificación: I27001LA
•	 Vencimiento: 3 años

El trabajo del curso incluye conferencias, debates, 
juegos de roles, ejercicios individuales y grupales 
para que pueda comenzar a entender la norma 
ISO 27001. Después de pasar el examen de 
Auditor ISO 27001, tendrá los conocimientos 
necesarios para realizar auditorías SGSI efectivas.

•	 Formato: Opción Múltiple
•	 Preguntas:  40
•	 Idioma: Español
•	 Porcentaje de Aprobación: 32/40 u 80 %
•	 Duración: 60 minutos
•	 Libro Abierto: No
•	 Entrega: Este examen está disponble en línea
•	 Supervisado: Será a discreción del Partner
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